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Some reasons we assess:

Data Breach Notification Assessment Privacy Threshold Assessment

U.S.-EU Safe Harbor Assessment

Privacy Threshold Assessment
Geographic Expansion EU Cookie Directive Assessment

Vendor Privacy Assessment .
Employee Privacy Assessment EMMPloyee Privacy Assessment

APEC Assessment Vendor Privacy Assessment

Marketing Communications Assessment

EU Cookie Directive Assessment

U.S.-EU Safe Harbor Assessment Marketing Communications Assessment

Kids’ Privacy Assessment Privacy Threshold Assessment

California Privacy Notice Assessment Privacy Impact Assessments

Incident Response Preparation Assessment

Incident Response Preparation Assessment

Geographic Expansion

Employee Privacy Assessment

Marketing Communications Assessment Mergers & Acquisitions
Data Classification & Disposal Assessment Data Breach Notification Assessment Mergais & Aoquisifions
Data Classification & Disposal Assessment

U.S.-EU Safe Harbor Assessment Kids’ Privacy Assessment Bl

Privacy Impact Assessments P .
. rivacy Impact Assessments
Data BreaCh NOtlflcatlon Assessment Incident Response Preparation Assessment

Vendor Privacy Assessment APEC Assessment California Privacy Notice Assessment

Geo graphl C Exp ansion Data Classification & Disposal Assessment ~ Mergers & Acquisitions

California Privacy Notice Assessment APEC Assessment EU c00kie DirECtive Assessment
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The Privacy Assessment Landscape
Based on Privacy Assessment Benchmarking Study

] &

Majority of assessment work Average PIA takes 28 days to
Is done in-house complete
59 -
lE' e
Average company does Email, spreadsheets and internally
59 PIAS per year developed tools most commonly used
n

Analyzing the responses 49% ng
Response and analysis Budget and time inhibiting
driving length assessments more assessments
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Data Privacy Management Platform

Data
Discovery

Compliance
Solutions

DPM
Platform

Risk
Analytics

Program
Mgmt

The DPM Platform

A comprehensive data
privacy management

platform allows an
organization to build an
efficient, collaborative
enterprise data privacy
management program
across privacy, IT,

operations and legal
domains.




Typical “Manual” Assesssment flow
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Project Manager

Receive and review form Answer questions

kKl
@

Responder 2
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Privacy Analyst Consolidate all answers Manual assessment Manual follow-up Save approved asset:

Locally SharePoint Database
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More Automated Approach to Assessments

8 o

Project Manager Initiate project

Publish project & assign questions

2 o

Responders Answer questions

Attach evidence & reassign questions as needed

b | 4 .
AK All stakeholders notified by the DPM Platform

(v)

Privacy Analyst Review report & resolve Approve project
identified issues

...,




What are companies looking for from automation

Automated assessment and analysis
Customization of assessment logic and workflow
Remediation action plans
Centralized system of record
PbD

Configurable rules engine
Risk ldentification

Program Metrics and Management




Programming Rules

Build Compliance - Are Implementation Services Required? X
Compllance Expresslon (ootions!) -
Indicate compliance for this question .
Indicate the
YES H
answer that is
either compliant )
or expected D
1. Yes
2. No OR
NOT
C
)
Recommendatlon (oorional)
The message that will be displayed if the answer indicates non-compliance with the gquestion
- B I U & % | = = - X DB ‘
When implementation services are required ensure that vendor implementation security reguirements are complied with ‘
Provide recommendations
. . Submit Cancel
to include in report based i -

on non-compliant /
unexpected response
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Analysis and Review

France: EU GDPR

FILTER | All - Section: ALL e

¥ Expand All Questions

v Transparency

Status No. Question

o @ Are individuals provided with a Privacy Notice explaining the
organization's internal Privacy Policy and practices?

Does the Privacy MNotice include the identity of and contact
0 A 2 information for the controller or the controller's representative, as
wel Iy )y ?

- flagged with dfrill down

Do) . lected
°1© |* = intorecommended |s
oo remediation e

inc - ures?

Does the Privacy Notice include a description of the categories or
0 @ 6 types of third parties to whom personal information is disclosed or
shared?

Are individuals informed that their personal information will be

transferred to a third country or international organization and

ol » L — Itemsof concernare e

Comments

Attachments
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Privacy Program Management

e DASHEOARD | PROJECTS | CONTENT ;o TASKE @ Tim Murphy (Global Corp) - | BB

Dashboard

- View Period: Sirmonths-m-datql Countries: All - | Divisions: All N
= Program Metrics S .

Dacember 1, 2015 - May 2, 2016

Develop Exec Report on GDPR preparation

" Project -
Tyne: MANUAL

= Trending Analysis Z -

Train Global Corp privacy team on EU - US Privacy Shield

project -
Ty MANUAL

. Due date; 219/16 =3

Attend TRUST= Webinar on EU - US Privacy Shield

Froject -
Type: MANUAL

S
. e o]

= Risk Indicator »

Total For Period End Of Pariod

14

» Task Man ageme nt " . . S

ISSUES BY RISK e PROJECT AGING L] PROJECT DISTRIBUTION e TASKS BY PRIORITY e

I Low 15 Mad-Low I Mad I High [ Critical
W unspaciiad

W o Maium W High




Thank you!




