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Contact Tracing Checklist

 Pre-pandemic privacy for contact tracing logs = permission-based
« Can user conditionally grant access to the contact tracing data?

 During pandemic most recent traces have = highest entropy
« Can health service providers and virus containment monitoring services have access
to most recent traces?
« Tunable privacy revealing window - delay the permission-based access
« Can we leverage a time-released access that would eventually transition into fully
permission-based access?

* The minimal access to trace logs should be enough to elevate and isolate
those at high-risk
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Questions?
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