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2. Can a CTIP help?

3. Current CTIPs and their 
issues

4. Proposed Solution



What is the PSGE?

Traditional Grid

Or who are the PSGE?

Power Smart Grid Ecosystem



Can CTIPs Help?

23rd December 2015
Secondary Research

“Within the Ukraine, an organization with the 
ability to enable appropriate information sharing 
and provide incident response guidance should 

be pursued.”

Focus Group
Primary Research

8.8/10

Average response when asked: How important do you consider Cyber Threat 
Information Portals in enabling effective cyber security? 

Recommendation from: SANS & E-ISAC Analysis of the Cyber Attack on the 
Ukrainian Power Grid Defense Use Case.



Current Problems

1. Barriers to Access

2. Users forced to “go looking” for 
information

3. Trust Issues



Solution



Solution
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Future Work
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Summary & Key Points

▪ Recent developments in power infrastructure have increased cyber risk

▪ Current solutions do not effectively mitigate this risk 

▪ There is a need for a solution where stakeholders of the PSGE can get 
information on the cyber threats they face to better protect themselves

▪ This project proposed a solution aimed at solving this problem

▪ Feedback was positive, but the project requires wider involvement for future work
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