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Abstract Response of EDS EDS certificate system
DNS over HTTPS has a problem that makes difficult to 
identify which is name resolution request, so it is 
impossible to use web filtering, parental controls and 
so on. Furthermore, user-agent in HTTP header that is 
necessary for HTTPS communication would be a data 
to track users. In the field of implementation of DNS 
over HTTPS, there is a problem that requests to DNS 
are dominated by some companies. This time, I 
developed “Effective DNS Service ( EDS )” that can 
solve these three problems: unable DNS encryptions, 
unable web filtering and unable to choose DNS server 
freely by setting a web server that mediates between 
client side and DNS server. 
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